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and process and retrieve it a single 
page at a time. Detailed guidance on 
making electronic submissions can be 
obtained by visiting the NRC’s Web 
site at http://www.nrc.gov/site-help/ e- 
submittals.html, by calling (301) 415–0439, 
by e-mail to EIE@nrc.gov, or by writing 
the Office of Information Services, U.S. 
Nuclear Regulatory Commission, 
Washington, DC 20555–0001. The guid-
ance discusses, among other topics, the 
formats the NRC can accept, the use of 
electronic signatures, and the treat-
ment of nonpublic information. 

[68 FR 58803, Oct. 10, 2003] 

§ 25.11 Specific exemptions. 
The NRC may, upon application by 

any interested person or upon its own 
initiative, grant exemptions from the 
requirements of the regulations of this 
part, that are— 

(a) Authorized by law, will not 
present an undue risk to the public 
health and safety, and are consistent 
with the common defense and security; 
or 

(b) Coincidental with one or more of 
the following: 

(1) An application of the regulation 
in the particular circumstances con-
flicts with other NRC rules or require-
ments; 

(2) An application of the regulation 
in the particular circumstances would 
not serve the underlying purpose of the 
rule or is not necessary to achieve the 
underlying purpose of the rule; 

(3) When compliance would result in 
undue hardship or other costs that sig-
nificantly exceed those contemplated 
when the regulation was adopted, or 
that significantly exceed those in-
curred by others similarly situated; 

(4) When the exemption would result 
in benefit to the common defense and 
security that compensates for any de-
crease in the security that may result 
from the grant of the exemption; 

(5) When the exemption would pro-
vide only temporary relief from the ap-
plicable regulation and the licensee or 
applicant has made good faith efforts 
to comply with the regulation; 

(6) When there is any other material 
circumstance present that was not con-
sidered when the regulation was adopt-
ed that would be in the public interest 
to grant an exemption. If this condi-

tion is relied on exclusively for satis-
fying paragraph (b) of this section, the 
exemption may not be granted until 
the Executive Director for Operations 
has consulted with the Commission. 

[64 FR 15647, Apr. 1, 1999] 

§ 25.13 Maintenance of records. 

(a) Each licensee or organization em-
ploying individuals approved for per-
sonnel security access authorization 
under this part, shall maintain records 
as prescribed within the part. These 
records are subject to review and in-
spection by CSA representatives during 
security reviews. 

(b) Each record required by this part 
must be legible throughout the reten-
tion period specified by each Commis-
sion regulation. The record may be the 
original or a reproduced copy or a 
microform provided that the copy or 
microform is authenticated by author-
ized personnel and that the microform 
is capable of producing a clear copy 
throughout the required retention pe-
riod. The record may also be stored in 
electronic media with the capability 
for producing legible, accurate, and 
complete records during the required 
retention period. Records such as let-
ters, drawings, specifications, must in-
clude all pertinent information such as 
stamps, initials, and signatures. The li-
censee shall maintain adequate safe-
guards against tampering with and loss 
of records. 

[45 FR 14481, Mar. 5, 1980, as amended at 53 
FR 19245, May 27, 1988; 62 FR 17687, Apr. 11, 
1997] 

ACCESS AUTHORIZATIONS 

§ 25.15 Access permitted under ‘‘Q’’ or 
‘‘L’’ access authorization. 

(a) A ‘‘Q’’ access authorization per-
mits an individual access on a need-to- 
know basis to (1) Secret and Confiden-
tial Restricted Data and (2) Secret and 
Confidential National Security Infor-
mation including intelligence informa-
tion, CRYPTO (i.e., cryptographic in-
formation) or other classified commu-
nications security (COMSEC) informa-
tion. 

(b) An ‘‘L’’ access authorization per-
mits an individual access on a need-to- 
know basis to Confidential Restricted 
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